UNIX/Linux - postovy server Postfix, pokrocila sprava

Kéd kurzu: UNIXM?2

Kurz je urceny pre spravcov postovych serverov Postfix, ktori potrebuju vytvorit a spravovat vo svojom poStovom systéme
ochranu pred virusmi, nevyziadanou postou atd.

Pre koho je kurz urceny
Kurz je urceny pre spravcov poStovych serverov Postfix, ktori potrebuju vytvorit a spravovat vo svojom poStovom systéme

ochranu proti virusom, nevyziadanej poSte atd.
Co Vas naucime
Ucastnici kurzu sa naucia inStalovat a konfigurovat ochranu proti virusom a nevyZiadanej poSte na svojom postovom

serveri Postfix.

PoZadované vstupné znalosti
Dobra znalost OS Unix a poStového serveru Postfix na drovni kurzu UNIXM1.

Osnova kurzu

Uvod

¢ Definicia pojmov nevyZiadana posta atd.

e Princip zaradenia kontextovej kontroly sprav do systému Postfix
e Moznosti rozpoznavania nevyziadanych sprav

e Ochrana nevyZiadanej posty v systéme Postfix

e [nstalacia antivirového programu ClamAV

e Instalacia a zadkladna konfiguracia systému amavisd-new

e Testovanie systému, pokrocCilé nastavenia

¢ Detekovanie nevyZiadanej posty - Blacklist, DNSBL, Greylist, SPF, DKIM atd.
e Instalacia vybranych technoldgii do systému Postfix

e InStalacia a nastavenie systému SpamAssasin

e Bezpecnost prenosu sprav

¢ Konfiguracia TLS v systéme Postfix
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