
Kód kurzu: UNIXM2 
Kurz je určený pre správcov poštových serverov Postfix, ktorí potrebujú vytvoriť a spravovať vo svojom poštovom systéme
ochranu pred vírusmi, nevyžiadanou poštou atď.

  

Pre koho je kurz určený 

Kurz je určený pre správcov poštových serverov Postfix, ktorí potrebujú vytvoriť a spravovať vo svojom poštovom systéme

ochranu proti vírusom, nevyžiadanej pošte atď. 

Čo Vás naučíme 

Účastníci kurzu sa naučia inštalovať a konfigurovať ochranu proti vírusom a nevyžiadanej pošte na svojom poštovom

serveri Postfix. 

Požadované vstupné znalosti 

Dobrá znalosť OS Unix a poštového serveru Postfix na úrovni kurzu UNIXM1. 

Osnova kurzu 

Úvod 

• Definícia pojmov nevyžiadaná pošta atď. 

• Princíp zaradenia kontextovej kontroly správ do systému Postfix 

• Možnosti rozpoznávania nevyžiadaných správ 

• Ochrana nevyžiadanej pošty v systéme Postfix 

• Inštalácia antivírového programu ClamAV 

• Inštalácia a základná konfigurácia systému amavisd-new 

• Testovanie systému, pokročilé nastavenia 

• Detekovanie nevyžiadanej pošty - Blacklist, DNSBL, Greylist, SPF, DKIM atď. 

• Inštalácia vybraných technológií do systému Postfix 

• Inštalácia a nastavenie systému SpamAssasin 

• Bezpečnosť prenosu správ 

• Konfigurácia TLS v systéme Postfix
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